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	Career Summary


· Result oriented professional with 10 years of extensive experience in Information Security: Encryption, SIEM, Gateway Anti-Spam, Vulnerability Analysis and DLP (Data Loss Prevention) and Infrastructure Security: Antivirus, Client Management Solutions Administration, Application Support & Troubleshooting. 

· Currently associated with Immunity Networks and Technologies Pvt Ltd, Mumbai as Technical Head. 

· Competencies across:

- Data Loss Prevention (DLP) 

 - Encryption 


 - SIEM        

- Antivirus  



 - Client Management Solutions
 - Gateway Anti-Spam
- Training



 - Planning and Documentation
 - Resource Planning
             

· Significant experience in envisioning and creating technology roadmaps aligned with corporate goals. Proven ability in introducing new technologies and leveraging the untapped capabilities of legacy systems to improve efficiency and reduce costs. 

· Expertise in technology convergence, including diverse range of Information Security Product Implementation, combined with deep industry expertise to solve business challenges – End to End.

· Instrumental in upgrading the Security Solutions deployed at client end with configuration and installation.

· Technically sound in Security Solutions Troubleshooting, Administration, Project Delivery & Support and Resource Management.

· Analyst with a flair for adapting quickly to dynamic business environments. Adopting pragmatic approach in improvising on solutions and resolving complex project issues.

· Skilled in Technical planning, design, scope definition, estimation, resource administration, client interaction for understanding change requests and project delivery. I am also into managing project management activities.
· Possess excellent interpersonal skills that have been put to good use while interacting with Vendors & Internal /Teams to facilitate seamless execution of projects. An enterprising leader with the ability to train and motivate cross-cultural teams.
	Major Achievements


· Employee of the Year Award in Immunity Networks for the year 2013-14 and 2014-15.
· Awarded Best system Engineer from Symantec for JFM 2012.
· Employee of the quarter award from Texport Technologies in successive 3 quarters in the year 2009.
· Promoted as Technical Head from Sr. System Engineer in 3 years in Immunity Networks.
	Technical Skills


	Antivirus
	Symantec  Endpoint Protection, Sophos and Trend Micro



	Data Loss Prevention
	Symantec Host DLP 14.5, Symantec Network DLP for Web, Email and Monitor 14.5, 

Symantec Network Quarantine and Storage

	SIEM
	RSA Envision, Security Analytics, Splunk and Alien Vault

	VA tools
	Nexpose, Nessus and Open VAS 

	Encryption  
	Symantec Desktop and Gateway Email Encryption

	Gateway Anti Spam
	Symantec Messaging Gateway, Trend Micro IMSS

 

	Work Experience


Currently I am associated with Paladion Networks Pvt. Ltd.as a Pre sales manager for SOC Services and MDR. I have worked primarily in the domain of Information Security and Infrastructure Services..

Total Experience: 10+  Years.


	Sr. No.
	Company Name
	From
	To
	Grade/Designation

	1
	Paladion Networks 
	Oct 2017
	Till Date
	Pre Sales Manager

	2

3
	Immunity Networks & Technologies Pvt. Ltd.

Texport Technologies
	June 2010

Oct 2007
	Sep 2017

Sep 2009
	Technical Head

Sr. Tech Support Engineer


	Oct  2017 – Till Date                                                                                                                               Paladion Networks  Pvt. Ltd.                     


Paladion is a specialized cyber security company offering end-to-end information security services & solutions in USA, Canada,
 UAE, Qatar, Kuwait & India. Paladion is a robust managed security service provider, with over a decade of experience, 

trusted by organizations from around the globe from Asia to the US to EMEA. Currently, we are actively servicing more than 
700 satisfied clients while continuing to truly transform customer experience, with IT security as our top priority. 

Responsibilities:

·  Work with Sales Personnel to provide product, business and technical knowledge in support of pre-sales activities.

·  Development of Industry specific and technical whitepapers

·  Involvement with Product Managers and Development to understand details of product direction and design and communicate information back to sales organization.

· Responsible for staying up to date on product/service roadmap as well as understanding the scenarios, features and functions within each of the products and how these are applied to address business and technical problems. This includes interacting with Product/services Management and Development on an on-going basis to stay current.

· Responsible for preparing for meetings/presentations/demos to address business needs of potential clients as part of the pre-sales process.

· Coordinate/carry out requirements for proofs of concept with Product Management/Product Development

· Responsible for staying current on competitive analyses and understanding differentiators between the company and its competitors.
· Communicate technical and business information to widely varied audiences

Presales – active,Risq- Active Ditection & response., Paladion is in BFSI sector.
IRDA compliance, vision mapping, design solution, understand the flow.

Co-ordinate with the inside sales team.

BFSi,fintech,automobile,domestic,middle east & USA – domestic. ONLY limited to ADR.

13.5 LPA(1.5 variable)

NP: 90 days.(30 days)

	June  2010 – Sept 2017                                                                                                    Immunity Networks & Technologies Pvt. Ltd.                     


Immunity Networks and Technologies Pvt. Ltd. was established in order to cater to various IT security solutions which perceptively ascertain and alleviate thread and risk for the business as well as provide a comprehensive visibility and critical insights into their IT Infrastructure. Immunity Networks offers comprehensive technology services in the areas of Security Management, Enterprise Management, Storage Management and Service Management 
Responsibilities:

· Own and drive technical projects and provide leadership for a group of engineers in an innovative and

fast-paced environment.

· Overall planning, execution, and success of complex technical projects.
· Work with product managers and/or customers to understand feature requirements, and drive their 

detailed definition.
· Demonstrate independence, creativity and initiative and the ability to master a solid understanding of the company’s architecture and its business goals.
· Manage and lead a highly technical team and provide technical leadership in establishing the strategy

 in terms of IT Services portfolio, evaluate and recommend technologies and vendors overseeing the 

technical due diligence (and potential acquisition) of these technologies and vendors and acting as a 

technical professional IT services expert for the company.

· Responsible for hiring staffing and managing a team of Technical IT Service associates and provide

 coaching direction and leadership while creating an engaging and rewarding work environment.

· Motivate the individual team members to meet and exceed personal as well as team targets.
· Effectively plan daily, weekly and monthly goals for assigned team, coordinating activities of the team to

 achieve both divisional and company objectives.

· Lead for the design development and roll out of Immunity Networks IT services offerings. 

· Working closely with  technology providers.
· Working closely with the Senior Director.
Presales to Post sales support

Managed 120 ppl, onsite/offshore.

PAN India & middleeast

Software-antispam, I&AM. Travelled to Singapore, SOltuon desgining.
	Oct 2007 – March 2010                                                                                                                                              Texport Technologies


Texport Technologies Pvt Ltd is an organization based out in Mumbai. The company is backed by Industry veterans who have come together with a vision to build India’s leading Information Security company. Texport’s customers have appreciated its solution offerings, and within a shortspan the company has acquired marquee clientele in Financial, Pharmaceutical, IT/ITES, Retail and Logistics sectors.
Responsibilities:

· Working as Site Enginner at Air-India.

· Manage Mcafee EPO and Mcafee Antispam solution for 6000 users across various locations for Air-India
· Designing Policies for blacklisting/Whitelisting of applications
· Installing & Upgrading the servers as and when new updates are released

· Timely delivery of Change Requests/Support Cases

· Participate in design meetings with customers to agree upon a design strategy for deployment policies

· Implementing Recommendations from Mcafee to reduce impacts of virus outbreaks.
· Installing and configuring Mcafee EPO and Mcafee Antispam for various customers
	 Major  Projects


	Deployment and Management of Symantec Security Suite


1) Deployed Symantec Security Suite for a leading conglomerate in India active in the space of manufacturing, power sector, retail and real estate with headquarters based in Ahmedabad. The project required to deploy Symantec Antivirus, encryption, DLP and Altris agent at more than 8000 endpoints located in India and abroad. Gateway level solutions to be deployed included Symantec AntiSpam and DLP Email and Web.

2) Deployed Symantec Security Suite for a leading  multinational conglomerate headquartered in India (Mumbai). The company provides solutions for many vertical segments, including Federal and State Governments, Defense, Homeland Security, Utilities, Oil & Gas, Financial Services, Manufacturing, Retail, and Healthcare. The project required to deploy Symantec Antivirus, encryption and DLP at more than 7000 endpoints located in India and abroad. Gateway level solutions to be deployed included Symantec AntiSpam, Symantec Web gateway and DLP Email and Web.

3) Deployed Symantec Security Suite for a leading electrical power developer in India having headquarters in Delhi. It operates in power generation, power trading, EPC, and development and renewables across thermal, solar, hydro and mining vertical markets. The company holds assets of around ₹ 14,500 crore to date, and is the fastest growing integrated power company in India.  The project required to deploy Symantec Antivirus, encryption and DLP at endpoints located in India. Gateway level solutions to be deployed included Symantec AntiSpam, Symantec Web gateway and DLP Email.

4) Deployed Symantec Security Suite for a leading integrated steel manufacturers with a capacity of 18 MTPA having headquarters in Mumbai. It is one of the fastest growing companies in India with a footprint in over 140 countries. The project required to deploy Symantec Antivirus and DLP at endpoints located in India. Gateway level solutions to be deployed included Symantec AntiSpam and DLP Email.

5) Deployed Symantec Security Suite for a leading Group having headquarters in Nagpur which is a well-diversified business entity with significant presence in the core sector areas of Power, Roads, Mining, EPC, Ferroalloys, Steel and Cement. The project required to deploy Symantec Antivirus, Encryption, altris agent and DLP at endpoints located in India. Gateway level solutions to be deployed included Symantec AntiSpam, Symantec Web Gateway and DLP Email.
Responsibilities:

· Participate in design meetings with customers to agree upon a design strategy for the Symantec solutions
· Prepare deployment plan and resource allocation for the duration of entire project.
· Act as a SPOC for the entire duration of the project
· Handle technical escalations.
· Co-ordinate among various stakeholders for the smooth delivery of the project.
· Installation of all the Symantec solutions
· Policy creation for all the Symantec Solutions
· Prepare installation, management, handover and sign-off documents
· Conduct technical sessions for customer stakeholders and internal team for handover and management.

Role:   Team Lead/SPOC/Technical Design and deployment
	Deployment and Management of Sophos Antivirus 


1) Deployed Sophos Antivirus for a leading  manufacturing company headquartered in Gujrat. The Group's business interests cover a wide and varied spectrum, which includes Cement and Building Materials, Packaging, Sugar, Horticulture & Floriculture, Engineering, Electrical Cables, Consultancy, Agro Chemicals, Hospitality, Entertainment Sports, Carbon Dioxide, Trade and Financial Services & International Trade. The project required to deploy Sophos Antivirus in more than 2000 endpoints.

2) Deployed Sophos Antivirus for a leading  manufacturing company located in Dolvi Maharashtra. The Dolvi plant caters to several industries including automotive, projects and construction, machinery, LPG cylinder-makers, cold rollers, oil and gas sector and consumer durables. The project required to deploy Sophos Antivirus in more than 2000 endpoints.
Responsibilities:
· Participate in design meetings with customers to agree upon a design strategy for the Sophos solutions
· Prepare deployment plan and resource allocation for the duration of entire project.
· Create scripts for automatic uninstallation of earlier security products and deployment of Sophos AV.
· Handle technical escalations.
· Co-ordinate among various stakeholders for the smooth delivery of the project.
· Installation and policy creation of the Sophos server.
· Prepare installation, management, handover and sign-off documents
· Conduct technical sessions for customer stakeholders and internal team for handover and management.
	Security Incident and Event Management 


1) Deployed RSA Envision for a leading organization having over five decades of expertise in vehicle financing based out in Mumbai. With a core purpose to reach out & help customers realize the dream of owning a vehicle easily, they are present across 150+ locations in India. The project required to deploy RSA Envision and EMC storage for log collection and co-relation for more than 800 servers, network and security devices.
2) Deployed RSA Envision for a leading organization for A Government of India Enterprise under the administrative control of Department of Heavy Industries based out in Delhi. The project required to deploy RSA Envision for log collection and co-relation for more than 500 servers, network and security devices.
3) Deployed Splunk for organizations based in Middle East for log monitoring and event alerts. The project required to deploy Single instance consisting of Search Head, License manager and Indexer. The monitored devices were in the range of 100 -150.
Responsibilities:

· Installation of RSA Envision
· Integration with EMC storage for log retention
· Integration of devices.

· Creation of correlation rules/alerts, dashboards, Reports.
· Troubleshooting problem during incidents. 

· Presentation on latest attacks, Review of Technical Advisories/Bulletins.
· Upgradation of SIEM.

· Co-ordinate among various stakeholders for the smooth delivery of the project

Role:   Team Lead/SPOC/Technical Design and deployment
	Vulnerability Analysis 


1) Conducted Vulnerability Analysis for  company recognized as one of the foremost Soya manufacturer in the world with exports to more than 42 countries with latest Process Technology and a strong R&D base to become the producer of largest range of Soya ingredients in Asia. The project required to conduct external VA on network, application, servers and security devices.

2) Conducted Vulnerability Analysis for an entity based in Middle East having business interest in  from canned food, cereals and condiments, to spices, oils and an array of Middle Eastern foods. The project required to conduct external VA on network, application, servers and security devices.

3) Conducted Vulnerability Analysis for an entity based in Middle East involved in education sector. The project required to conduct external and internal VA on network, application, servers and security devices.
Responsibilities:

· Co-ordinate with stakeholders before execution of the scanning


· Deploying required tools (Nessus, Nexpose, Open VAS)
· Initiate the scan to identify host and services.
· Vulnerablity Identification and Verification
· Identify and isolate false positives

· Prepare report based on the vulnerabilities identified and report to customer
· Documentation with vulnerability details, cause and solution
Role:   Team Lead/SPOC/Technical Design and deployment

Apart from the above major projects completed many more projects in different verticals for customers in SMB segment for varied security solutions.
	Training and Certification


Professional Certifications

· Symantec Certified STS Data Loss Prevention 11.0
· Symantec Certified STS Messaging Gateway 9.5
· Symantec Certified STS PGP Universal Server 3.2
· Symantec Certified STS Technical Foundations : Security Solution 1.0
Trainings Conducted

· Conducted Training for customers after project completion for management of solutions and day to day activities
· Conducted 5 day Training sessions on security solutions for Immunity Training courses.
	Educational Qualification


B.A Bachelor of Arts 

	Personal Details


Marital Status: Single

Date of Birth: 16/07/1984
Passport Number: H6749059
Place of Issue: Thane

Issue Date: 06/10/2009
References: Available on request 
